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$9.5 Trillion: The 
Annual Cost of Global 
Cybercrime Damages1

The annual cost of  
cybercrime damages  
has been climbing in  
recent years and is  
expected to continue  
to increase.

54% of Organizations 
have a Disaster  
Recovery Plan in Place3 
Without a disaster recovery  
plan, many businesses  
are left floundering.  
60% of SMBs go out  
of business within  
6 months.

Over 1.7 Billion  
Individuals Had  
Personal Data  
Compromised in 20245

A data breach can damage client trust, 
especially for healthcare, financial and legal 
organizations who have access to personal 
client information. A cybersecurity breach 
is often detrimental not only to the business, 
but to their clients as well. 

96% of Ransomware 
Cases Have Included 
Data Theft2

An industry survey found that  
the median reported  
ransom demand is  
approximately $600,000.  
Could your company  
survive this?

The #1 Industry Most 
Often Attacked is 
Manufacturing4 
As this industry is lagging in 
cybersecurity adoption,  
many manufacturers  
have found themselves  
vulnerable to cyberattacks  
and data breaches. 

https://cybersecurityventures.com/cybercrime-to-cost-the-world-9-trillion-annually-in-2024/
https://arcticwolf.com/resources/press-releases/arctic-wolf-threat-report-96-percent-of-ransomware-cases-included-data-theft-as-
cybercriminals-double-down-on-extortion/
https://www.securitymagazine.com/articles/95521-only-54-of-organizations-have-a-company-wide-disaster-recovery-plan-in-place
https://www.smartindustry.com/benefits-of-transformation/cybersecurity/article/55262226/the-cost-of-owntime-manufacturings-
worst-nightmare-and-how-to-solve-it
https://www.hipaajournal.com/1-7-billion-individuals-data-compromised-2024/
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